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Cyberatak na lokalne firmy i instytucje. Tak wygladaja te
niebezpieczne wiadomosci

data aktualizacji: 2026.02.17

(] KMkng pravwym

Krajowa Admi Skarbowa (KAS)

lamiam o zamilarze wSsZczecia

2'na Sironie esie. podatek VAT za olyes (

Do naszej redakcji trafil apel z jednego z lokalnych urzedow w powiecie ilawskim o pilne
przekazanie ostrzezenia dotyczacego podejrzanych wiadomosci e-mail. Jak wynika z
otrzymanego sygnalu, na skrzynki lokalnych firm oraz instytucji publicznych trafiaja
wiadomosci informujace o rzekomej kontroli skarbowej.

Dysponujemy zrzutem ekranu takiej wiadomosci.

Wynika z niego, ze nadawca podszywa sie pod Krajowa Administracje Skarbowa i wzywa do
sprawdzenia szczegotow zaplanowanej kontroli poprzez klikniecie w zalgczony link. To wlasnie on
ma by¢ nosnikiem zagrozenia i sposobem na wytudzenie danych.

Zrzut ekranu wiadomosci, jaka dotarta do jednego z lokalnych urzedéw. Zrédto: nadestane.



Krajowa Administracja Skarbowa (KAS)

ydamiam o zamiarze wszcz
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Przejdz do szczegold

Kikn{, aby uzyskac wiecej informacj

N =T

Sprawa zajeta sie Izba Administracji Skarbowej w Olsztynie, ktéra 16 lutego wydala oficjalne
ostrzezenie. Jak podkresla, oszusci podszywaja sie pod urzedy skarbowe i probuja wytudzi¢ poufne
informacje, m.in. dane osobowe, numery rachunkéw bankowych, adresy oraz hasta do poczty
elektroniczne;j.

Mechanizm dziatania jest prosty: wiadomosci do zludzenia przypominaja oficjalna
korespondencje. Czesto réznica tkwi w szczegétach - adres e-mail lub adres strony
internetowej moze roznic sie od prawdziwego tylko jedna litera.

Administracja skarbowa apeluje o zachowanie szczegodlnej ostroznosci i doktadne sprawdzanie
adresow nadawcy. Przede wszystkim jednak przypomina, by nie klika¢ w nieznane linki, nie otwierac
podejrzanych zatacznikdw i nigdy nie przekazywac wrazliwych danych w odpowiedzi na e-mail czy
SMS.

W przypadku watpliwosci co do autentycznosci wiadomosci nalezy skontaktowac sie bezposrednio z
Krajowg Administracjq Skarbowq pod numerem infolinii 22 330 03 30 lub z najblizszym urzedem
skarbowym. Mozna réwniez zgtaszac incydenty za posrednictwem platformy CERT zajmujqcej sie
cyberbezpieczeristwem.




Sygnaly, ktére docieraja do redakcji, pokazuja, ze problem dotyczy takze naszego powiatu. Warto
wiec uczuli¢ pracownikéw firm i jednostek publicznych na ten schemat dziatania, zanim ktos kliknie

w niebezpieczny zalacznik.

Red. kontakt@infoilawa.pl.

Zrédto:
https://www.infoilawa.pl/aktualnosci/item/80959-cyberatak-na-lokalne-firmy-i-instytucje-tak-wygladaja-te-niebezpieczne-wia
domosci



